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1.  Introduction

The current BSNL NIB Network is not enabled for providing IPv6 services to BSNL customers. Currently customers use Natted Private IPv4 IPs to access Internet services. With the advent of new applications like Voice & Video conferencing, public IPs are required by every user, so that the call can be initiated by either party. To provide globally routable addresses to all the customers and to simplify routing, IPv6 is required. Similarly with IP TV and video applications becoming popular in Broadband connections, the network should support Multicasting to efficiently manage the network traffic. This can be achieved more effectively on IPv6. 

A joint project titled “Implementation of IPv6 and Multicast in BSNL NIB Network” between IIT Kanpur and BSNL aims at enabling IPv6 in the BSNL NIB network and rolling out IPv6 services for BSNL customers. 
This document details the migration plan for BSNL for enabling IPv6 in the NIB network and start offering IPv6 services to BSNL customers.
2.  Migration Plan

To enable IPv6 services, the following steps need to be followed:
1. Study the existing NIB network and verify that the all the equipment installed supports IPv6. 
2. Recommend upgradation of the equipment which does not support IPv6. The upgradation could be in terms of Software upgrade or Hardware upgradation/replacement.
3. Plan IPv6 addressing for the entire network.
4. Enable IPv6 routing in the entire network. This will be done in phased manner.
5. Enable IPv6 peering with other ISPs.
6. Setup Name Servers to support IPv6 address resolution.
7. Setup Network Monitoring and Management for IPv6.

8. Enable IPv6 in Access Equipment.

9. Test IPv6 applications.

The following sections detail the above mentioned steps that need to be followed.
2.1 IPv6 Compliance
As a first step towards enabling IPv6 in the NIB network, it needs to be verified that the all the equipment installed in the NIB Network supports IPv6. This can be done using the IPv6 feature list provided in Annexure I. 

The following tables summarize the compliance status of various categories of equipment being used in the NIB network. Accordingly recommendations can be made for upgradation of the equipment which does not support IPv6. The upgradation could be in terms of Software upgrade or Hardware upgradation/replacement.

	CORE Router

	 Equipment
	Make 
	Model
	OS
	Compliance and Remarks

	A1 Core 
Router
	CISCO
	12416
	Version 12.0(32)S
	Compliant

	A4 Core  Router
	Juniper 
	M 320
	Base OS Software Suite [8.0R2.8]
	Compliant

	PE Router 

	 Equipment
	Make 
	Model
	OS
	Compliance and Remarks

	 PE Router
	Cisco
	7613
	Version 12.2(18)S
	Not Compliant

(Basic IPv6 supported but IPv6 Multicast and ACL is not supported.

Should be upgraded to 12.4

	
	
	
	
	

	BRAS

	Equipment
	Make 
	Model
	OS
	Compliance and Remarks

	 
	Huawei
	Quidway MA5200G-4
	VRP (R) software, Version 3.30, RELEASE 2206
	Not Compliant

(IPv6 not mentioned. Most likely there is no support for IPv6)

	Tier-1

	 
	Huawei
	QuidwayS6500 with 1 MPC8260 Processor
	S6506R-2039P10
	Not Compliant

(IPv6 not mentioned. Most likely there is no support for IPv6)

	Tier-2

	 
	Huawei
	Quidway S6506R
	VRP (R) Software, Version 3.10(CN), RELEASE 1016
	Not Compliant

(IPv6 not mentioned. Most likely there is no support for IPv6)

	DSLAM

	 
	Huawei
	SmartAX MA5300 V100R005
	VRP (tm) Software, Version V3R000M03
	Not Compliant

(IPv6 not mentioned. Most likely there is no support for IPv6)

	Multiplay

	Equipment 
	Make
	Model
	Running OS version
	Compliance and Remarks

	BNG
	Redback
	SE800s
	SEOS-5.0.7.10p12
	Non Compliant

(Mentioned as future upgrade. Current version does not support it)

	RPR T1/T2
	UTSTAR
	NetRing 10000 R
	V 1.2.0.8
	Non Compliant

(IPv6 not mentioned. Most likely there is no support for IPv6)

	OCLAN T2
	ZTE
	ZXR10 T64G
	V2.6.02.d.16_p05
	Compliant

(Support is available)

	DSLAM (480 and 960 Port)
	UTSTAR
	iAN8000 B1000 RA+
	3.2.3.38 for ICM Card
	Non Compliant

(Mentioned as future upgrade. Current version does not support it)

	DSLAM (64 , 120 and 240 Port)
	UTSTAR
	iAN8000 B1000 CX+
	5.9.1.21 for ADSL Card
	Non Compliant

(Mentioned as future upgrade. Current version does not support it)

	Mobile (GSM, CDMA, 3G)

	Equipment 
	Make
	Model
	Running OS version
	Compliance and Remarks

	
	
	
	
	

	
	
	
	
	

	IP TAX

	Equipment 
	Make
	Model
	Running OS version
	Compliance and Remarks

	
	
	
	
	

	
	
	
	
	

	Class 5 Soft Switch

	Equipment 
	Make
	Model
	Running OS version
	Compliance and Remarks

	
	
	
	
	

	
	
	
	
	

	AAA Server

	Equipment 
	Make
	Model
	Running OS version
	Compliance and Remarks

	
	
	
	
	

	
	
	
	
	

	Network Management

	Equipment 
	Make
	Model
	Running OS version
	Compliance and Remarks

	
	
	
	
	

	
	
	
	
	


Actions Required:

1. The Backbone is IPv6 compliant, so no upgradation is required.

2. The IOS of PE Router needs to be upgraded to 12.4. Cisco should be consulted before the IOS is finalized.

3. The Broadband equipment needs to be upgraded/replaced with IPv6 compliant equipment. BSNL needs to plan a policy on this.

4. The Multiplay equipment needs to be upgraded/replaced with IPv6 compliant equipment. BSNL needs to plan a policy on this.

2.2 IPv6 Addressing Plan 

The IPv6 address range allocated to BSNL by APNIC is 2001:4490::/30. However since BSNL is entitled for /24 address space and a larger address space will be future safe, the same should be requested to APNIC. 

Following would require IPv6 addressing

· BSNL servers, backbone and access equipment.

· Leased Line Customers

· Enterprise customer with multiple location (connected through leased lines or over MPLS)

· Broadband (ADSL) Customers

· Mobile Wireless (GSM, CDMA, 3G) customers

· Multiplay Customers

· WiMAX Customers

· ISPs who are taking bandwidth from BSNL

IPv6 services will not be offered to Narrow-band Dial-up customers.

Following Hierarchical Address Allocation Policy may be used:

· Allocate address range to various PoPs as follows:

· /34 for A1 & A2 PoPs

· /36 for A3 & A4 PoPs

· /38 for B1 & B2 PoP s 

· Within each PoP, allocate address range as follows:

· In all A1 & A2 PoPs, use /38 for various services like Broadband,  Mobile, Multiplay, WiMAX, leased line customers (including ISPs) and BSNL service networks. 

· In all A3 & A4 PoPs, use /40 for various services like Broadband, Mobile, Multiplay, WiMAX, leased line customers (including ISPs) and BSNL service networks.  

· In all B1 & B2 PoPs, use /42 for various services like Broadband, Mobile, Multiplay, WiMAX, leased line customers (including ISPs) and BSNL service networks.
· Allocate address range to customers as follows:

· Allocate /64 IP address to broadband, mobile wireless, WiMAX and multiplay customers.

· Allocate /56 to large Leased Line customers & /60 for small leased line customers and BSNL service networks.

· Allocate multiple /56 or /60 to multi-location leased line customer.

· Allocate multiple /56 to ISPs.

· Allocate 1 /40 address range for all the routers and other network devices. All the IPv6 related routing and IPv6 SNMP management should be done using these IPs.

RFCs 3531, RFC 4007, RFC 4291, RFC 5375 related to IPv6 address assignment may be referred to for details.

Actions Required:

1. BSNL should use the address allocation policy to allocate addresses to various PoPs. The website http://www.ipv6book.ca/allocation.html may be used for IPv6 prefix calculation.

2. Various network equipments should be configured with allotted IPv6 addresses.

2.3 IPv6 Routing
The complete NIB network needs to be configured for routing IPv6 traffic. Since the core backbone is MPLS, it is recommended that the IPv6 traffic should be routed through VPN tunnels over the MPLS cloud.

So no configuration change is required in Core Routers. The PE routers should be configured as 6PE routers so that the IPv6 traffic can routed over MPLS core backbone.

This feature has already been tested on the PE routers at Noida and Banglore NOC. Annexure II details how PE routers at Noida and Banglore NOC have been configured as 6PE routers to route IPv6 traffic over the NIB MPLS backbone. Similar configuration can be replicated in all the PE routers.
The routing of IPv6 traffic from customer premises to the PE Routers will be native IPv6 routing. So the Customer Edge equipment, Central Office Access equipment and PE Routers should be configured to support dual stack IPv4 and IPv6 routing.

Actions Required:

1. Plan IPv6 routing in the Backbone and Customer Edge.

2. Configure PE Routers as 6PE Routers.

3. Configure all Central Office Access equipment for Dual Stack IPv4/IPv6 .
2.4 IPv6 Peering
To enable all the BSNL customers to be able to access Internet over IPv6 and run IP based applications (e.g. VoIP) over IPv6, the peering with upstream provider(s) and other peering ISP(s) needs to be enabled for routing IPv6 traffic.

Actions Required:

1.   Request upstream provider(s) to announce BSNL’s Ipv6 addresses and enable Ipv6 routing between BSNL NIB network and their network.


2. Study the existing peering arrangements and enable Ipv6 peering with other peering partners.

2.5 IPv6 Application Servers
In order to support IPv6 services for BSNL customers, the application servers need to be enabled for supporting IPv6. Initially at-least DNS and Web Server(s) should be configured to support IPv6. The steps required to setup an IPv6 DNS and Web server are given in Annexure III.
Actions Required:

1. Upgrade some of the existing Internet Name Servers and Web Servers being run by BSNL for its customers to support IPv6. 

2.6 IPv6 Network Monitoring and Management
In order to monitor and manage the IPv6 network, the SNMP management stations should be upgraded to support IPv6. Necessary configurations should be done so that the monitoring and management can be done over IPv6.
Actions Required:

1. The existing SNMP management tool(s) should be upgraded and configured to monitor and manage the network over IPv6 in addition to the existing IPv4 based management.
2.7 IPv6 support in Access Equipment
In order for the BSNL customers using various access technologies like ADSL Broadband, WiMAX, Multiplay etc., to be able to run native IPv6 applications, the access network needs to be enabled to support and route IPv6 traffic. So the Central Office Access equipment needs to be upgraded and configured to support IPv6.
Actions Required:

1. Enable and configure IPv6 support in Access Equipment.
2.8 Test IPv6 Applications and Services
Test plans should be made to test various features of IPv6. 
Actions Required:

1. Make comprehensive Test Plans to test IPv6 Routing and Application Services.


2. Suggest modifications and improvements based on the test results.

3.  Recommendations

This document should be used as a guideline to role out IPv6 services in BSNL NIB network. Accordingly time-bound plan should be made for upgradation/replacement of the equipments which are not compliant and configure IPv6 support in the network. 
The IPv6 feature list should also be included in the specifications for all future purchases. 
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Annexure I: IPv6 Feature Set

	S.No.
	Feature
	Core Network
	Central Office Access Equipment

	CPE
	Supporting RFC(s)

	
	
	Core Router
	PE Router
	Broadband Equipment/ Multiplay Equipment/ Mobile Wireless
Equipment/ IP TAX/Class 5 Soft Switches/ 
Wi-Max Equipment
	Link Layer
(Managed)


	Routing
	

	1.


	General IPv6 Support

	1.1




	IPv6 address types: Unicast, Anycast, Multicast

	√
	√
	√
	√
	√
	RFC 1981 (Path MTU Discovery for IPv6) 

RFC 2460 (IPv6 Specification) 

RFC 2461 (Neighbor Discovery for IPv6) 

RFC 2462 (IPv6 Stateless Address Auto-configuration) 

RFC 2463 (ICMPv6 for the IPv6) 

RFC 2711 (IPv6 Router Alert Option)

RFC 4007 (IPv6 Scoped Address Architecture)

RFC 4193 (Unique Local IPv6 Unicast Addresses) 

RFC 4443 (ICMPv6 for IPv6 Specification) 



	1.2


	ICMPv6 

	√
	√
	√
	√
	√
	

	1.3


	IPv6 neighbor discovery 

	√
	√
	√
	√
	√
	

	1.4



	IPv6 stateless auto-
configuration
	√
	√
	√
	√
	√
	

	1.5


	IPv6 MTU path discovery 

	√
	√
	√
	√
	√
	

	1.6


	IPv6 ping 

	√
	√
	√
	√
	√
	

	1.7


	ICMPv6 redirect 

	√
	√
	√
	√
	√
	

	1.8


	ICMPv6 rate limiting 

	√
	√
	√
	√
	√
	

	1.9



	IPv6 neighbor discovery
duplicate address detection 

	√
	√
	√
	√
	√
	

	1.10



	IPv6 default router preferences 

	√
	√
	√
	
	√
	

	1.11


	IPv6 Access Control

	√
	√
	√
	
	√
	

	1.12


	Syslog over IPv6 

	√
	√
	√
	
	√
	

	1.13


	IPv6 VPN over MPLS 

	
	√
	
	
	
	

	1.14



	MPLS VPN 6VPE support
over IP tunnels 

	
	√
	
	
	√
	

	1.15


	IP SLAs for IPv6 

	
	√
	
	
	
	

	1.16



	HTTP(S) IPv6 support
(Infrastructure) 

	√
	√
	√
	√
	√
	

	1.17



	No ipv6 source-route
command 

	
	√
	√
	
	
	

	
2.


	
IPv6 Switching


	2.1


	Automatic 6to4 tunnels 

	
	√
	
	
	
	RFC 2464 (Transmission of IPv6 Packets over Ethernet) 
RFC 2472 (IPv6 over PPP) 

RFC 3056 (Connection of IPv6 Domains via IPv4 Clouds)

RFC 4798 (Connecting IPv6 Islands over IPv4 MPLS Using IPv6 Provider Edge Routers (6PE)) 



	2.2


	Provider edge router over
MPLS (6PE)

	
	√
	
	
	
	

	2.3

         
	Cisco Express   
Forwarding/Distributed 
Cisco Express Forwarding support

(for Cisco or equivalent 
  products)
	
	√
	
	
	
	

	2.4

 
	CEFv6 switched configured
IPv6 over IPv4 tunnels

(for Cisco or equivalent
  products)
	
	√
	
	
	
	


	2.5


	CEFv6 switched ISATAP tunnels

(for Cisco or equivalent 
  products)


	
	√
	
	
	
	

	2.6


	CEFv6 switched automatic
IPv4- compatible tunnels

(for Cisco or equivalent
products)
	
	√
	
	
	
	

	
3.


	
IPv6 Routing


	3.1


	RIP for IPv6 (RIPng)

	√
	√
	√*
	
	√*
	RFC 2080 (RIPng for IPv6 )

RFC 2545 (Use of BGP-4 Multiprotocol Extensions for IPv6 Inter-Domain Routing)

RFC 2740 (OSPF for IPv6) 

RFC 2858 (Multiprotocol Extensions for BGP-4) 



	3.2


	IPv6 static routing 

	√
	√
	√
	
	√
	

	3.3


	IPv6 route redistribution 

	√
	√
	√
	
	
	

	3.4



	Multiprotocol BGP extensions for IPv6 
	
	√
	
	
	
	

	3.5


	IPv6 multiprotocol BGP  
link-local address peering 

	
	√
	
	
	
	

	3.6



	OSPF for IPv6 
(OSPFv3)

	√
	√
	√*
	
	
	

	3.7

 
	OSPF for IPv6 
authentication
support with IPSec

	
	√
	
	
	
	

	3.8

     


	OSPF IPv6 (OSPFv3) IPSec ESP Encryption and Authentication

	
	√
	
	
	
	RFC 3392 (Capabilities Advertisement with BGP-4)

RFC 4191 (Default Router Preferences and More-Specific Routes)

RFC 4552 (Authentication/Confidentiality for OSPFv3) 

RFC 4724 (Graceful Restart Mechanism for BGP)



	3.9



	OSPFv3 dynamic interface cost support 

	
	√
	
	
	
	

	3.10



	IPv6 policy-based routing 
	
	√
	
	
	
	

	3.11




	OSPFv3 Fast Convergence -
LSA and SPF throttling 

	
	√
	
	
	
	

	3.12


	OSPFv3 graceful restart 

	
	√
	
	
	
	

	3.13


	OSPFv3 for BFD 

	
	√
	
	
	
	

	3.14
	Static Route support for BFD over IPv6


	
	√
	
	
	
	

	
4.


	
IPv6 NAT-PT 


	4.1



	Support for overload (PAT) 

	
	√
	√
(May not be required in IP TAX and Class 5 Soft Switches)
	
	√
	RFC 2766 (Network Address Translation-Protocol Translation (NAT-PT))

	4.2



	Support for fragmentation 

	
	√
	√
(May not be required in IP TAX and Class 5 Soft Switches)
	
	√*
	

	4.3


	Support for DNS ALG 

	
	√
	√
(May not be required in IP TAX and Class 5 Soft Switches)
	
	√*
	

	
5.


	
IPv6 Tunneling 



	5.1


	Automatic 6to4 tunnels 




	
	√
	
	
	
	RFC 3056 (Connection of IPv6 Domains via IPv4 Clouds)

RFC 3068 (An Anycast Prefix for 6to4 Relay Routers) 

RFC 3147 (Generic Routing Encapsulation over CLNS)
RFC 4214 (Intra-Site Automatic Tunnel Addressing Protocol (ISATAP)) 

RFC 4382 (MPLS/BGP Layer 3 VPN MIB) 

RFC 4659 (BGP-MPLS IP VPN Extension for IPv6 VPN) 

RFC 4798 (Connecting IPv6 Islands over IPv4 MPLS Using IPv6 Provider Edge Routers (6PE)) 



	5.2


                   
	Automatic IPv4-
compatible tunnels 




	
	√
	
	
	
	

	5.3



	Manually configured
IPv6 over IPv4 tunnels 




	
	√
	
	
	
	

	5.4



	IPv6 over IPv4 GRE 
tunnels 




	
	√
	
	
	
	

	5.5



	IPv6 over IPv6 
tunnels




	
	√
	
	
	
	

	5.6



	IP over IPv6 GRE 
tunnels 




	
	√
	
	
	
	

	5.7



	IPv6 GRE 
tunnels in CLNS 

	
	√
	
	
	
	

	
6.


	
IPv6 QoS


	6.1



	MQC packet 
classification 

	
	√
	√
	
	√
	RFC 2474 (Definition of the Differentiated Services Field (DS Field) in the IPv4 and IPv6 Headers)

RFC 2475 (An Architecture for Differentiated Services Framework)

RFC 2597 (Assured Forwarding PHB) 

RFC 2598 (An Expedited Forwarding PHB)



	6.2


	MQC traffic shaping 

	
	√
	√
	
	√
	

	6.3


	MQC traffic policing 

	
	√
	√
	
	√
	

	6.4


	MQC packet 
marking/re-
marking 

	
	√
	√
	
	√
	

	6.5


	IPv6 QoS queuing 

	
	√
	√
	
	√
	

	6.6



	MQC weighted 
random early  
detection (WRED)-               
based drop 

	
	√
	√
	
	√
	

	6.7



	NSF and graceful 
restart for  
MP-BGP IPv6 address 
family 
	
	√
	
	
	
	

	6.9


	RTP/RTCP over IPv6 

	
	√
	√
	
	√*
	

	
7.


	
IPv6 Services


	7.1


	Standard access   
control lists 
for IPv6

	
	√
	√
	
	√
	RFC 1886 (DNS Extensions to Support IPv6)

RFC 3162 (RADIUS and IPv6) 

RFC 3315 (Dynamic Host Configuration Protocol for IPv6 (DHCPv6))

RFC 3319 (DHCPv6 Options for Session Initiated Protocol (SIP) Servers) 

RFC 3596 (DNS Extensions to Support IP Version 6)

RFC 3633 (DHCP IPv6 Prefix Delegation)

RFC 3646 (DNS Configuration options for DHCPv6) 

RFC 3736 (Stateless DHCP Service for IPv6)

RFC 4292 (IP Forwarding Table MIB) 

RFC 4293 (Management Information Base for the Internet Protocol) 



	7.2


                   

	IPv6 ACL extensions  
for IPSec authentication  
header
	
	√
	√*
	
	√*
	

	7.3



	DNS lookups over 
an  IPv6 transport 

	√
	√
	√
	
	
	

	7.4



	Secure Shell (SSH)  
support over IPv6 

	√
	√
	√
	
	√*
	

	7.5


	IPv6 MIB support 

	√
	√
	√
	
	√
	

	7.6



	Extended access    
control lists for IPv6

	
	√
	√*
	
	√*
	

	7.7


	SNMP over IPv6

	√
	√
	√
	
	√
	

	7.8


	IPv6 IPSec VPN 

	
	√
	
	
	
	

	7.9


	AAA support for RFC         
3162 IPv6 RADIUS 
attributes 

	
	
	√
	
	√*
	

	7.10


	Stateless DHCPv6 

	
	
	√
(May not be required in IP TAX and Class 5 Soft Switches)
	
	√
	

	7.11



	DHCPv6 prefix 
delegation 

	
	
	√
(May not be required in IP TAX and Class 5 Soft Switches)
	
	√
	

	7.12



	DHCP for IPv6 relay 
agent 

	
	
	√
(May not be required in IP TAX and Class 5 Soft Switches)
	
	√*
	

	7.13

                          

	DHCPv6 prefix 
delegation via AAA
	
	
	√
(May not be required in IP TAX and Class 5 Soft Switches)
	
	√*
	

	7.14



	DHCPv6 Server 
Stateless Auto  
Configuration 
	
	
	√
(May not be required in IP TAX and Class 5 Soft Switches)
	
	√
	

	7.15


	DHCPv6 Client   
Information Refresh Option

	
	
	√
(May not be required in IP TAX and Class 5 Soft Switches)
	
	√
	

	7.16


	DHCPv6 relay  
agent notification for     
prefix delegation

	
	
	√
(May not be required in IP TAX and Class 5 Soft Switches)
	
	
	

	7.17


	DHCPv6 relay - 
reload persistent interface ID option 

	
	
	√
(May not be required in IP TAX and Class 5 Soft Switches)
	
	
	

	7.18


	DHCP - DHCPv6 
Individual 
Address 
Assignment 

	
	
	√
(May not be required in IP TAX and Class 5 Soft Switches)
	
	
	

	
8.


	
IPv6 Multicast


	8.1



	IPv6 Multicast Listener 
Discovery (MLD)  
protocol, 
versions 1 and 2

	
	√
	√
	
	√
	RFC 2375 (IPv6 Multicast Address Assignments) 

RFC 2710 (Multicast Listener Discovery (MLD) for IPv6) 

RFC 3810 (MLDv2 for IPv6) 

RFC 3956 (Embedding the Rendezvous Point (RP) Address in an IPv6 Multicast Address )



	8.2



	IPv6 PIM sparse mode 
(PIM-SM) 

	
	√
	√
	
	√
	

	8.3


	IPv6 PIM Source 
Specific Multicast (PIM-SSM)

	
	√
	√
	
	√
	

	8.4



	IPv6 multicast scope 
boundaries 

	
	√
	√
	
	√
	

	8.5



	IPv6 multicast MLD access group 

	
	√
	√
	
	√
	

	8.6



	IPv6 multicast PIM     
accept register 

	
	√
	√
	
	√
	

	8.7

                 

	IPv6 multicast PIM   embedded RP support

	
	√
	√
	
	√
	

	8.8


	IPv6 multicast RPF 
flooding of bootstrap router (BSR) packets 

	
	√
	√
	
	√
	

	8.9


	IPv6 multicast 
routable 
address hello option 

	
	√
	√
	
	√
	

	8.10


	IPv6 multicast static           
multicast routing 
(mroute) 

	
	√
	√
	
	√
	

	8.11

                       
                       
                                    
                                     

	IPv6 multicast address family support for Multiprotocol Border Gateway Protocol (MBGP)
	
	√
	
	
	
	

	8.12



	IPv6 multicast 
Explicit     
tracking of 
receivers 

	
	√*
	
	
	
	

	8.13


	IPv6 multicast 
IPv6 bidirectional 
PIM 

	
	√*
	√*
	
	
	

	8.14



	IPv6 multicast                           
IPv6 BSR 
bidirectional 
support 

	
	√*
	√*
	
	
	

	8.15



	IPv6 multicast 
IPv6 BSR 
scoped-zone 
support 

	
	√*
	√*
	
	
	

	8.16


	IPv6 multicast 
SSM mapping 
for MLDv1 SSM 

	
	√
	√
	
	
	

	8.17


	IPv6 multicast 
IPv6 BSR—
ability to 
configure RP  
mapping 

	
	√
	√
	
	
	

	8.18


	IPv6 multicast 
MLD group  
limits 

	
	√
	√
	
	
	

	8.19



	IPv6 multicast 
user 
authentication 
and profile 
support 

	
	√*
	√*
	
	
	

	8.20



	IPv6 multicast              
Address 
Group Range 
Support 

	
	√
	√*
	
	
	


Annexure II: Test Setup for IPv6 testing between Noida and Banglore NOC

IPV6 testing over the MPLS backbone was done with the following setup: 

[image: image1.jpg]Test Network for IPv6 at Noida and Bangalore NOC
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Configuration at Bangalore-

 


ipv6 unicast-routing
ipv6 mfib hardware-switching replication-mode ingress

mpls ipv6 source-interface Loopback0
no mls flow ipv6

 

 

router bgp 9829
 no bgp default ipv4-unicast
 bgp log-neighbor-changes
 neighbor 218.248.254.137 remote-as 9829
 neighbor 218.248.254.137 update-source Loopback0
 !

 


 address-family ipv6
 neighbor 218.248.254.137 activate
 neighbor 218.248.254.137 send-label
 network 2002:C0A8:6301:1::1/64
 no synchronization
 exit-address-family
 !


interface FastEthernet13/46
 description *** Connectivity to PC IPV6 Testing ***
 no ip address
 ipv6 address 2002:C0A8:6301:1::1/64
!

++++++++++++++++++++++++++++++++++++

Configuration at Noida--

 

ipv6 unicast-routing
ipv6 mfib hardware-switching replication-mode ingress
mpls ipv6 source-interface Loopback0
no mls flow ipv6

 


interface FastEthernet13/46
 description *** Connectivity to PC IPV6 Testing ***
 no ip address
 ipv6 address 2002:C0A8:6301:3::1/64
 no cdp enable

 

router bgp 9829
 no bgp default ipv4-unicast
 bgp log-neighbor-changes
 neighbor 218.248.254.65 remote-as 9829
 neighbor 218.248.254.65 update-source Loopback0
 !

 

address-family ipv6
 neighbor 218.248.254.65 activate
 neighbor 218.248.254.65 send-label
 network 2002:C0A8:6301:3::1/64
 exit-address-family

 

 
Annexure III: Implementation of IPv6 DNS & WebServer
FEDORA INSTALLATION

1) Download Fedora 10 ISO from http://fedoraproject.org/ , burn DVD of Fedora 10 ISO.

2) Begin the installation with Fedora DVD.

3) Choose default partition.

4) Select all the packages through “Customize Now” option.

5) Follow the instructions.

6) After completion of installation Reboot the machine.

CONFIGURATION OF IPv6 ADDRESS

1) Edit the file “ /etc/sysconfig/network-scripts/ifcfg-eth0 “ :-

DEVICE=eth0

HWADDR=00:1e:8c:c7:43:7f

ONBOOT=yes

IPADDR=172.31.200.202

NETMASK=255.255.0.0

GATEWAY=172.31.1.250

DNS1=127.0.0.1

IPV6INIT=yes

IPV6ADDR=2001:4490::1

IPV6_MTU=1280

CONFIGURATION OF IPv6 DNS

1) First check whether Bind package is installed on your machine or not:-

rpm –qa bind*

2) Configure Named Configuration File “/var/named/chroot/named.conf”. Change the options to:-

options {

//        listen-on port 53 { 127.0.0.1; };

//        listen-on-v6 port 53 { ::1; };

        directory       "/var/named";

        dump-file       "/var/named/data/cache_dump.db";

        statistics-file "/var/named/data/named_stats.txt";

        memstatistics-file "/var/named/data/named_mem_stats.txt";

        allow-query     { any; };

        recursion yes;

}; 

3) Configure Forward Zone References for IPv6 into “/var/named/chroot/etc/ named.rfc1912.zones” file. Add the following lines:-

zone "ipv6.bsnl.co.in" IN

 
{

        

type master;

        

file "host.db";

        

allow-query { any; };

  
};

4) Configure Forward Zone File    “/var/named/chroot/var/named/host.db”  as follows:- 

$TTL 3D

@       IN SOA  ns.ipv6.bsnl.co.in. root.ns.ipv6.bsnl.co.in. (

               
                         2009042201      ; serial

                             
             4H              ; refresh

                                        
 1H              ; retry

                                        
 1W             ; expire

                                        
 3H )            ; minimum

NS         ns.ipv6.bsnl.co.in.

     
 A          172.31.200.202

        

AAAA    2001:4490::1

$ORIGIN ipv6.bsnl.co.in.

ns      
IN      A       
172.31.200.202

ns      
IN      AAAA    
2001:4490::1

www    IN      AAAA    
2001:4490::1

5) Edit the file  “ /etc/resolv.conf “ and add the following line:-

nameserver 127.0.0.01

6) Restart named service.

service named restart

7) Check your DNS is working or not by using the command :- 

dig www.ipv6.bsnl.co.in

dig ns.ipv6.bsnl.co.in

CONFIGURATION OF IPv6 WEBSERVER

1) Configure  “ /etc/httpd/conf/httpd.conf ”. Add the following line:-

ServerName www.ipv6.bsnl.co.in:80

2) Create the following index.html file:

<HTML>

<Title>

BSNL IPv6 Web Server

</Title>

<Body>

BSNL IPv6 Web Server

</Body>

</HTML>

3) Copy index.html file in “ /var/www/html ”.

4) Restart httpd service.

service httpd restart

5) Try to access “ www.ipv6.bsnl.co.in “ form server web browser.
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